
Silo for Research is an integrated solution for conducting secure and anonymous web research, evidence 
collection and data analysis from the surface, deep and dark web. It’s built on Authentic8’s patented, cloud-
based Silo Web Isolation Platform, which executes all web code in a secure, isolated environment that is 
managed by policy, providing protection and oversight of all web-based activity.
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Silo for Research Analyst Pack is a suite of productivity enhancement features for analysts. It includes the following 
three add-ons offered on a per-analyst basis: 

Schedule and automate repetitive collections
Collector is an automated collection extension for analysts, providing the following capabilities:

• Collection scheduling, including recurring collection (e.g., hourly, weekly, time of day) via an intuitive UI
• Scheduled collection tradecraft for the surface and dark web, including customized browser fingerprint; mobile 

device emulation; and in-region internet access and time zone
• Automated out-of-band translation for visual collections from international sites
• Access to an advanced video downloader
• Scheduled content collections downloaded to Silo Drive outside the organization’s perimeter

Execute context-aware multi-site search workflows
Multi-Site Search allows analysts to configure and execute multi-search workflows seamlessly. It offers a set of 
preconfigured websites and workflows which can be customized and enhanced to fit any type of investigation.

• Easily create and modify workflows for any type of search
• Find the right workflows for any investigation using a context-aware, right-click menu and copy/paste search box
• Import and export workflow configurations and share workflows with others on your team
• Review all searches during an investigation using the built-in audit trail

Build a visual audit trail for analysts
Case Manager is an extension that allows analysts to maintain a visual audit trail of every website and action taken in 
an investigation.

• Automatically capture every webpage visited — imaged and MHTML — and view the audit trail in-platform
• Auto-capture page metadata, timestamp and navigation breadcrumbs
• Create a new investigation or continue “recording” on one that already exists
• Capture separate admin file hashes to validate assets haven’t been tampered with

To learn more about the Silo for Research Analyst Pack, request a demo. 
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